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Data Protection as a 
Service

A fully managed 
pay-as-you-go solution 
with guaranteed SLAs

https://www.hitachivantara.co
m/en-us/products/data-protecti
on/dpaas.html

Global-active Device Active-active storage 
clustering with no need to 
fail over or fail back 

https://www.hitachivantara.co
m/en-us/products/data-protecti
on/global-active-device.html

Hitachi Data Instance 
Director

Automate and orchestrate 
end-to-end data copy and 
movement operations

https://www.hitachivantara.co
m/en-us/products/data-protecti
on/data-instance-director.html

Hitachi Thin Image and 
Hitachi ShadowImage

Create snapshots and 
clones instantly, with no 
impact on production

https://www.hitachivantara.co
m/en-us/products/data-protecti
on/thin-image-shadowimage.h
tml

Hitachi TrueCopy and 
Hitachi Universal 
Replicator

Remote replication 
supports business 
continuity and disaster 
recovery 

https://www.hitachivantara.co
m/en-us/products/data-protecti
on/truecopy-universal-replicat
or.html

https://www.hitachivantara.com/en-us/products/data-protection/dpaas.html
https://www.hitachivantara.com/en-us/products/data-protection/dpaas.html
https://www.hitachivantara.com/en-us/products/data-protection/dpaas.html
https://www.hitachivantara.com/en-us/products/data-protection/global-active-device.html
https://www.hitachivantara.com/en-us/products/data-protection/global-active-device.html
https://www.hitachivantara.com/en-us/products/data-protection/global-active-device.html
https://www.hitachivantara.com/en-us/products/data-protection/data-instance-director.html
https://www.hitachivantara.com/en-us/products/data-protection/data-instance-director.html
https://www.hitachivantara.com/en-us/products/data-protection/data-instance-director.html
https://www.hitachivantara.com/en-us/products/data-protection/thin-image-shadowimage.html
https://www.hitachivantara.com/en-us/products/data-protection/thin-image-shadowimage.html
https://www.hitachivantara.com/en-us/products/data-protection/thin-image-shadowimage.html
https://www.hitachivantara.com/en-us/products/data-protection/thin-image-shadowimage.html
https://www.hitachivantara.com/en-us/products/data-protection/truecopy-universal-replicator.html
https://www.hitachivantara.com/en-us/products/data-protection/truecopy-universal-replicator.html
https://www.hitachivantara.com/en-us/products/data-protection/truecopy-universal-replicator.html
https://www.hitachivantara.com/en-us/products/data-protection/truecopy-universal-replicator.html
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 Data Protection Use modern data 
protection techniques to 
simplify processes and 
easily meet data 
availability service-level 
requirements.

https://www.hitachivantara.com/en-u
s/products/data-protection.html

https://www.hitachivantara.com/en-us/products/data-protection.html
https://www.hitachivantara.com/en-us/products/data-protection.html
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DATA LOSS 
PREVENTION

Discover, monitor and 
protect your sensitive 
data with the best-in-class 
data loss prevention 
(DLP).

https://www.broadcom.com/products
/cyber-security/information-protectio
n/data-loss-prevention

https://www.broadcom.com/products/cyber-security/information-protection/data-loss-prevention
https://www.broadcom.com/products/cyber-security/information-protection/data-loss-prevention
https://www.broadcom.com/products/cyber-security/information-protection/data-loss-prevention
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● Veeam Availability 
Suite

● Veeam Backup & 
Replication

#1 Availability for Any App, 
Any Data Across Any Cloud

Veeam’s flagship solution that 
makes data management 
simple, flexible and reliable. 

Veeam® delivers Availability 
for ALL your cloud, virtual and 
physical workloads. 

https://www.veeam.com/vm-backup-
recovery-replication-software.html

https://www.veeam.com/data-center-
availability-suite.html

● Veeam® Backup 
Essentials™

#1 Backup and Recovery 
solution for small businesses

Easy-to-use backup, recovery, 
monitoring and reporting for 
virtual workloads, including 
VMware vSphere, Microsoft 
Hyper-V and Nutanix AHV, as 
well as physical and cloud 
workloads

https://www.veeam.com/smb-vmwar
e-hyper-v-essentials.html

https://www.veeam.com/vm-backup-recovery-replication-software.html
https://www.veeam.com/vm-backup-recovery-replication-software.html
https://www.veeam.com/data-center-availability-suite.html
https://www.veeam.com/data-center-availability-suite.html
https://www.veeam.com/smb-vmware-hyper-v-essentials.html
https://www.veeam.com/smb-vmware-hyper-v-essentials.html


VEEAM / Backup

IMAGE
 

PRODUCT NAME DESCRIPTION LINK

● Veeam® 
Availability 
Orchestrator 

Flexible DR for ALL 
applications and data. Veeam 
is democratizing DR by 
delivering advanced 
orchestration and automation 
of recovery and testing 
workflows beyond 
replication-based failover that 
limits DR to mission-critical 
applications and large 
enterprises. 

Delivers a reliable, scalable 
and easy-to-use orchestration 
and automation engine that’s 
purpose-built for today’s 
business continuity/disaster 
recovery (BC/DR) needs. 

https://www.veeam.com/availability-o
rchestrator.html

https://www.veeam.com/availability-orchestrator.html
https://www.veeam.com/availability-orchestrator.html
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● Veeam® ONE™

● Veeam® 
Management 
Pack™ (MP) for 
System Center

Visibility and Control to 
Manage, Optimize, Plan and 
Govern. Powerful Monitoring 
& Analytics for your IT 
environment

Part of Veeam Availability 
Suite™, provides 
comprehensive monitoring 
and analytics for your backup, 
virtual and physical 
environments.

System Center extension for 
app-to-metal management of 
VMware vSphere, Microsoft 
Hyper-V and Veeam Backup 
& Replication™.

https://www.veeam.com/system-cent
er-management-pack-vmware-hyper
v.html

https://www.veeam.com/virtualizatio
n-management-one-solution.html

https://www.veeam.com/system-center-management-pack-vmware-hyperv.html
https://www.veeam.com/system-center-management-pack-vmware-hyperv.html
https://www.veeam.com/system-center-management-pack-vmware-hyperv.html
https://www.veeam.com/virtualization-management-one-solution.html
https://www.veeam.com/virtualization-management-one-solution.html
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NetBackup Enterprise-level 
heterogeneous backup 
and recovery suite. 
It provides cross-platform 
backup functionality to a 
large variety of Windows, 
UNIX and Linux operating 
systems.

99 percent of the Fortune 
100 rely on Veritas.

https://www.veritas.com/protec
tion/netbackup

NetBackup Appliances Veritas offers a complete 
family of data protection 
and long-term retention 
(LTR) appliances that 
insure data availability, 
reduce costs and 
complexity while increasing 
operational efficiency.

https://www.veritas.com/protec
tion/netbackup-appliances

https://www.veritas.com/protection/netbackup
https://www.veritas.com/protection/netbackup
https://www.veritas.com/protection/netbackup-appliances
https://www.veritas.com/protection/netbackup-appliances
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Backup Exec Gives  fast, simple, 
complete, cost-effective 
protection and recovery 
for your data, wherever it 
lives..

Is a data protection 
software product designed 
for customers who have 
mixed physical and virtual 
environments, and who are 
moving to public cloud 
services.

https://www.veritas.com/protec
tion/backup-exec

CloudPoint Veritas CloudPoint is a 
cloud native, lightweight, 
and flexible enterprise 
data protection solution 
that's simple to deploy, easy 
to scale, and cost-effective 
to run. It adds all the 
necessary enterprise 
capabilities and workload 
support that your teams 
expect.

https://www.veritas.com/protec
tion/cloudpoint

https://www.veritas.com/protection/backup-exec
https://www.veritas.com/protection/backup-exec
https://www.veritas.com/protection/cloudpoint
https://www.veritas.com/protection/cloudpoint


VERITAS / Backup

IMAGE
 

PRODUCT NAME DESCRIPTION LINK

SaaS Backup Veritas SaaS Backup is a 
cloud-hosted, 
comprehensive, 
cost-effective, easy-to-use 
solution designed specifically 
to protect data in companies' 
growing SaaS portfolios.

Helps bridge the gap by 
providing secure, end-to-end 
data protection across your 
entire Office 365, G Suite, or 
Salesforce.com environment 
and beyond

https://www.veritas.com/en/uk/
protection/saas-backup

Desktop and Laptop 
Option

Automated endpoint data 
protection for Windows and 
Mac. Is a user centric backup 
solution that provides flexible 
implementation and 
centralized administration.

https://www.veritas.com/protec
tion/desktop-and-laptop-option

Access Veritas Access is a 
software-defined scale-out 
network-attached storage 
(NAS) solution for 
unstructured data that works 
on commodity hardware. 

https://www.veritas.com/protec
tion/access

https://www.veritas.com/en/uk/protection/saas-backup
https://www.veritas.com/en/uk/protection/saas-backup
https://www.veritas.com/protection/desktop-and-laptop-option
https://www.veritas.com/protection/desktop-and-laptop-option
https://www.veritas.com/protection/access
https://www.veritas.com/protection/access
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Access Appliance Integrated Software-Defined 
Storage appliance.

Long-term data retention with 
multi-cloud capability.

https://www.veritas.com/protec
tion/access-appliance

Flex Appliance Flex Appliances bring the 
agility of container technology 
to NetBackup data protection.

Veritas Flex Appliance is a 
single, highly available and 
scalable solution that utilizes 
microservices to deliver 
enterprise-wide Information 
Defined data protection 
services on-demand.

https://www.veritas.com/protec
tion/flex-appliance

System Recovery Image-based backup and 
disaster recovery for servers, 
desktops and laptop

If a disaster renders your 
servers completely inoperable, 
a Veritas System Recovery 
recovery point lets you 
restore the entire system 
quickly.

https://www.veritas.com/protec
tion/system-recovery

https://www.veritas.com/protection/access-appliance
https://www.veritas.com/protection/access-appliance
https://www.veritas.com/protection/flex-appliance
https://www.veritas.com/protection/flex-appliance
https://www.veritas.com/protection/system-recovery
https://www.veritas.com/protection/system-recovery
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APTARE IT Analytics Analytics software to offer 
unified insights for all major 
storage, backup and virtual 
infrastructures through a 
single-plane-of-glass in both 
on-premises and multi-cloud 
environments.

https://www.veritas.com/insights/apt
are-it-analytics

Enterprise Vault Automated data retention and 
email archiving.

Centralise and automate the 
retention of data. Archiving  
from various source.

https://www.veritas.com/en/uk/insigh
ts/enterprise-vault

Enterprise Vault cloud Cloud-based archiving 
service for data governance 
requirements.
Designed to help companies 
of all sizes address the 
challenges of mailbox 
management, email 
continuity, legal discovery and 
regulatory compliance, with 
the ease and efficiency of a 
purely hosted service. 

https://www.veritas.com/insights/ent
erprise-vault-cloud

https://www.veritas.com/insights/aptare-it-analytics
https://www.veritas.com/insights/aptare-it-analytics
https://www.veritas.com/en/uk/insights/enterprise-vault
https://www.veritas.com/en/uk/insights/enterprise-vault
https://www.veritas.com/insights/enterprise-vault-cloud
https://www.veritas.com/insights/enterprise-vault-cloud
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Site Recovery Manager: 

Fast and reliable 
disaster recovery 
software

Enhance and simplify your 
storage architecture with 
software-defined storage 
technologies

hhttps://www.vmware.com/pro
ducts/software-defined-storag
e.html

VMware Site Recovery: 

On-demand disaster 
recovery as-a-service 
(DRaaS)

Enhance and simplify your 
storage architecture with 
software-defined storage 
technologies

https://www.veritas.com/en/uk/
insights/enterprise-vault

https://www.veritas.com/insights/aptare-it-analytics
https://www.vmware.com/products/software-defined-storage.html
https://www.vmware.com/products/software-defined-storage.html
https://www.vmware.com/products/software-defined-storage.html
https://www.veritas.com/en/uk/insights/enterprise-vault
https://www.veritas.com/en/uk/insights/enterprise-vault
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SaaS Visibility and 
Control

Software-as-a-Service (SaaS) 
application usage is often 
unregulated and unsecure. A 
lack of visibility and control on 
SaaS applications usage 
heightens risk.

https://www.fortinet.com/product
s/public-cloud-security/usecases
.html

Web Application 
Security

Commonly cloud-based 
applications are using web 
services to communicate 
internally as well as outwards. 
Such applications are 
vulnerable to various threats 
and the organizations 
operating these applications 
are often required to meet 
compliance requirements.

https://www.fortinet.com/product
s/public-cloud-security/usecases
.html

Secure Hybrid Cloud Security posture is often 
inconsistent between data 
centers and clouds, leading to 
poor network visibility and 
complex security 
management. Connectivity 
needs to be protected 
between cloud environments 
and data centers.

https://www.fortinet.com/product
s/public-cloud-security/usecases
.html

https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
https://www.fortinet.com/products/public-cloud-security/usecases.html
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FortiInsight Data from the FortiInsight 
endpoint agent is streamed 
securely from the endpoint to 
our data store, capturing a 
standard format that leverages 
the unique 5-factor model. 
This one-of-a-kind capability 
captures the specific machine 
identifier, the user and 
application that performed the 
activity, as well as the type of 
activity and any specific 
resources that were affected.

https://www.fortinet.com/products/ueba
.html#models-specs

FortiAI-3500F FortiAI is the present-day 
AI-driven breach protection 
technology designed for 
Security Operation (SecOps) 
teams to guard against the 
advanced persistent threats 
through a trained Virtual 
Security Analyst that helps you 
identify, classify, and analyze 
the malware including those 
well-camouflaged

https://www.fortinet.com/products/fo
rtiai.html#models-specs

https://www.fortinet.com/content/da
m/fortinet/assets/data-sheets/fortiai.
pdf

https://www.fortinet.com/products/ueba.html#models-specs
https://www.fortinet.com/products/ueba.html#models-specs
https://www.fortinet.com/products/fortiai.html#models-specs
https://www.fortinet.com/products/fortiai.html#models-specs
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortiai.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortiai.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortiai.pdf
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FortiDeceptor FortiDeceptor is designed to 
DECEIVE, EXPOSE, and 
ELIMINATE advanced attacks 
by breaking the kill chain at 
the earliest opportunity and 
stopping malware from 
spreading while providing 
visibility to malicious activities 
that may have slipped past 
traditional security controls. It 
automates the creation of 
decoys to provide an internal 
layer of protection to lure, 
expose, and block the 
attackers before any damage 
is done. 

https://www.fortinet.com/product
s/fortideceptor.html#models-spe
cs

https://www.fortinet.com/content/
dam/fortinet/assets/data-sheets/
FortiDeceptor.pdf

 FortiSIEM Uptime is a mandate for 
today’s digital business and 
end users do not care if their 
application’s problems are 
performance or 
security-related. That’s where 
FortiSIEM comes in.

https://www.fortinet.com/product
s/siem/fortisiem.html#models-sp
ecs

https://www.fortinet.com/content/
dam/fortinet/assets/data-sheets/
FortiSIEM.pdf

https://www.fortinet.com/products/fortideceptor.html#models-specs
https://www.fortinet.com/products/fortideceptor.html#models-specs
https://www.fortinet.com/products/fortideceptor.html#models-specs
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiDeceptor.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiDeceptor.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiDeceptor.pdf
https://www.fortinet.com/products/siem/fortisiem.html#models-specs
https://www.fortinet.com/products/siem/fortisiem.html#models-specs
https://www.fortinet.com/products/siem/fortisiem.html#models-specs
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSIEM.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSIEM.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSIEM.pdf
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FortiSOAR FortiSOAR is a purpose-built 
product for the modern SOC. 
With dedicated SOC Queue 
Management, OOB 
Vulnerability management, 
OOB Asset Management, 
Indicator Repository, 
Enterprise grade Reporting, 
SLA Tracking and more.

https://www.fortinet.com/product
s/fortisoar.html#models-specs

Network Security FortiGate enterprise firewalls 
are the industry’s leading 
security solution with the 
highest scale, security 
efficacy, and performance to 
protect your network from 
attacks.

https://www.fortinet.com/solution
s/enterprise-midsize-business/n
etwork-security.html

FortiAnalyzer VM-BASE, 
VM-GB1, VM-GB5, 
VM-GB25, VM-GB100, 
VM-GB500, VM-GB2000

FortiAnalyzer provides deep 
insights into advanced threats 
through Single-Pane 
Orchestration, Automation & 
Response for your entire 
attack surface to reduce risks 
and improve your 
organization’s overall security

https://www.fortinet.com/content/
dam/fortinet/assets/data-sheets/f
ortianalyzer.pdf

https://www.fortinet.com/products/fortisoar.html#models-specs
https://www.fortinet.com/products/fortisoar.html#models-specs
https://www.fortinet.com/solutions/enterprise-midsize-business/network-security.html
https://www.fortinet.com/solutions/enterprise-midsize-business/network-security.html
https://www.fortinet.com/solutions/enterprise-midsize-business/network-security.html
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortianalyzer.pdf
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 FortiEDR

Advanced, automated 
endpoint protection, 
detection, and response

Advanced attacks can take 
just minutes, if not seconds, to 
compromise the endpoints. 
First-generation endpoint 
detection and response (EDR) 
tools simply cannot keep 
pace. They require manual 
triage and responses that are 
not only too slow for fast 
moving threats but they also 
generate a huge volume of 
indicators that burden already 
overstretched security teams. 
Further, legacy EDR tools 
drive up the cost of security 
operations and can slow 
processes, negatively 
impacting business.

https://www.fortinet.com/product
s/endpoint-security/fortiedr.html

https://www.fortinet.com/products/endpoint-security/fortiedr.html
https://www.fortinet.com/products/endpoint-security/fortiedr.html
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FortiNAC 500C, 550C, 
600C, 650C, 700C, VM, 
and Licenses 

FortiNACTM is Fortinet’s 
network access control 
solution that enhances the 
Security Fabric with visibility, 
control, and automated 
response for everything that 
connects to the network. 
FortiNAC provides protection 
against IoT threats, extends 
control to third-party devices, 
and orchestrates automatic 
responses to a wide range of 
networking events

https://www.fortinet.com/content/da
m/fortinet/assets/data-sheets/fortina
c.pdf

https://www.fortinet.com/products/n
etwork-access-control.html#models
-specs

FortiManager 200F, 
300F, 400E, 2000E, 
3000F, 3700F

Manage all your Fortinet 
devices in a single console 
central management system. 
FortiManager provides full 
visibility of your network, 
offering streamlined 
provisioning and innovative 
automation tools.

https://www.fortinet.com/solutions/e
nterprise-midsize-business/fabric-m
anagement-center.html

https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortinac.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortinac.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortinac.pdf
https://www.fortinet.com/products/network-access-control.html#models-specs
https://www.fortinet.com/products/network-access-control.html#models-specs
https://www.fortinet.com/products/network-access-control.html#models-specs
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortimanager.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortimanager.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortimanager.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortimanager.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortimanager.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortimanager.pdf
https://www.fortinet.com/solutions/enterprise-midsize-business/fabric-management-center.html
https://www.fortinet.com/solutions/enterprise-midsize-business/fabric-management-center.html
https://www.fortinet.com/solutions/enterprise-midsize-business/fabric-management-center.html
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FortiSandbox 500F, 
1000F, 2000E, 3000E, 
VM, Cloud Hosted, and 
Public Cloud 

Top-rated AI-powered 
FortiSandbox is part of 
Fortinet’s breach protection 
solution that integrates with 
Fortinet’s Security Fabric 
platform to address the 
rapidly evolving and more 
targeted threats including 
ransomware, 
crypto-malware, and others 
across a broad digital attack 
surface. Specifically, it 
delivers real-time actionable 
intelligence through the 
automation of zero-day, 
advanced malware 
detection and response. 

https://www.fortinet.com/content/
dam/fortinet/assets/data-sheets/
FortiSandbox.pdf

https://www.fortinet.com/product
s/sandbox/fortisandbox.html#mo
dels-specs

https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSandbox.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSandbox.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSandbox.pdf
https://www.fortinet.com/products/sandbox/fortisandbox.html#models-specs
https://www.fortinet.com/products/sandbox/fortisandbox.html#models-specs
https://www.fortinet.com/products/sandbox/fortisandbox.html#models-specs
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FortiIsolator 1000F and 
VM

Fortinet’s Browser Isolation 
platform, FortiIsolator, 
provides a next level of 
Advanced Threat Protection 
(ATP) that integrates with 
Fortinet’s Security Fabric. It 
addresses the need to 
access shared links and 
web content for business 
purposes while maintaining 
the most robust internet 
hygiene. Specifically, 
FortiIsolator allows web 
content to be accessed 
without the risk of user 
compromise by maintaining 
an “air-gap” between the 
user’s browser and the web 
content.

https://www.fortinet.com/product
s/fortiisolator.html#modelsandsp
ecifications

https://www.fortinet.com/content/
dam/fortinet/assets/data-sheets/f
ortiisolator.pdf

https://www.fortinet.com/products/fortiisolator.html#modelsandspecifications
https://www.fortinet.com/products/fortiisolator.html#modelsandspecifications
https://www.fortinet.com/products/fortiisolator.html#modelsandspecifications
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortiisolator.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortiisolator.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/fortiisolator.pdf
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FortiSwitch Product 
Offerings 

FS-108E, 108E-POE, 
108E-FPOE, 124E, 
124E-POE, 124E-FPOE, 
148E, 148E-POE, 
224D-FPOE, 224E, 
224E-POE, 248D, 248E-POE, 
248E-FPOE, 424D, 
424D-POE, 424D-FPOE, 
448D, 448D-POE, 
448D-FPOE, 424E-FIBER, 
M426E-FPOE, 424E, 
424E-POE, 424E-FPOE, 
524-D, 524D-FPOE, 548D, 
548D-FPOE

The FortiSwitch Secure 
Access Family delivers 
outstanding security, 
performance, and 
manageability. Secure, 
Simple, and Scalable, 
FortiSwitch is the right 
choice for threat conscious 
businesses of all sizes

https://www.fortinet.com/product
s/secure-switching.html#models-
specs

https://www.fortinet.com/content/
dam/fortinet/assets/data-sheets/
FortiSwitch_Secure_Access_Ser
ies.pdf

https://www.fortinet.com/products/secure-switching.html#models-specs
https://www.fortinet.com/products/secure-switching.html#models-specs
https://www.fortinet.com/products/secure-switching.html#models-specs
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSwitch_Secure_Access_Series.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSwitch_Secure_Access_Series.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSwitch_Secure_Access_Series.pdf
https://www.fortinet.com/content/dam/fortinet/assets/data-sheets/FortiSwitch_Secure_Access_Series.pdf
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Sophos Central Sophos Central allows you to 
manage our award-winning 
Synchronized Security 
platform. Advanced attacks 
are more coordinated than 
ever before. Now, your 
defenses are too. Our 
revolutionary Security 
Heartbeat™ ensures your 
endpoint protection and 
firewall are talking to each 
other. It’s a simple yet effective 
idea that means you get better 
protection against advanced 
threats and spend less time 
responding to incidents. It’s so 
simple, it makes you wonder 
why nobody did it before.

https://www.sophos.com/en-us
/products/sophos-central.aspx

Sophos Email Security Cloud email security powered 
by artificial intelligence. 
Sophos email is cloud email 
security delivered simply 
through Sophos Central’s 
easy-to-use single 
management console. Protect 
sensitive information, and your 
people, from unwanted and 
malicious email threats today, 
and tomorrow, with the latest 
artificial intelligence.

https://www.sophos.com/en-us
/medialibrary/PDFs/factsheets/
sophos-email-dsna.pdf

https://www.sophos.com/en-us/products/sophos-central.aspx
https://www.sophos.com/en-us/products/sophos-central.aspx
https://www.sophos.com/en-us/medialibrary/PDFs/factsheets/sophos-email-dsna.pdf
https://www.sophos.com/en-us/medialibrary/PDFs/factsheets/sophos-email-dsna.pdf
https://www.sophos.com/en-us/medialibrary/PDFs/factsheets/sophos-email-dsna.pdf
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Sophos Phish Threat Available to your entire IT 
organization through a single 
pane of glass, Phish Threat is 
part of Sophos Central, our 
cloud-based unified security 
console. This means no 
hardware or software to install, 
and you benefit from the only 
solution enabling the 
management of phishing 
simulations and user training, 
alongside security for email, 
endpoint, mobile and much 
more. You get a single, 
up-to-date, Sophos-hosted 
platform that’s simple and 
intuitive.

https://www.sophos.com/en-us/prod
ucts/phish-threat.aspx

https://www.sophos.com/en-us/products/phish-threat.aspx
https://www.sophos.com/en-us/products/phish-threat.aspx
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Intercept X Endpoint
Endpoint Detection and 
Response (EDR)
Anti-Ransomware
Deep Learning Technology
Exploit Prevention
Managed Threat Response
Active Adversary Mitigations

Sophos Intercept X employs 
a comprehensive 
defense-in-depth approach 
to endpoint protection, 
rather than simply relying on 
one primary security 
technique to block even 
previously unseen security 
threats like ransomware and 
other malware. Using a 
combination of leading 
foundational (traditional) 
and modern (next-gen) 
techniques, Intercept X 
keeps malware at bay, 
integrating the industry’s 
top-rated malware 
detection, exploit, and 
endpoint detection and 
response (EDR).

https://www.sophos.com/en-us/pr
oducts/endpoint-antivirus.aspx

https://www.sophos.com/en-us/products/endpoint-antivirus.aspx
https://www.sophos.com/en-us/products/endpoint-antivirus.aspx
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XG Desktop Models
XG 86 / 86w Rev.1
XG 106 / 106w Rev.1
XG 115 / 115w Rev.3
XG 125 / 125w Rev.3
XG 135 / 135w Rev.3

Our Desktop firewall 
appliances support all the 
security features of our 
larger appliances but in a 
compact form factor and at 
a fraction of the cost. 
Whether you’re looking for 
an all-in-one security 
solution for your branch 
office, or need next-gen 
firewall security for your 
growing business, our range 
of models can offer you 
many features not available 
anywhere else.

https://www.sophos.com/en-us
/products/next-gen-firewall/tec
h-specs.aspx#DesktopModels

https://www.sophos.com/en-us/products/next-gen-firewall/tech-specs.aspx#DesktopModels
https://www.sophos.com/en-us/products/next-gen-firewall/tech-specs.aspx#DesktopModels
https://www.sophos.com/en-us/products/next-gen-firewall/tech-specs.aspx#DesktopModels


SYMANTEC
(BROADCOM)

DATA PROTECTION
Security

Indice



SYMANTEC (BROADCOM) / Security

IMAGE
 

PRODUCT NAME DESCRIPTION LINK

SYMANTEC END-USER 
ENDPOINT SECURITY

The most integrated 
endpoint security platform 
on the planet delivers 
cloud-based protection 
with AI-guided security 
management, all on a 
single agent/console 
architecture.

https://www.broadcom.com/produ
cts/cyber-security/endpoint/end-u
ser

SYMANTEC VERVER 
FAMILY

Endpoint security is 
critical to protecting the 
plethora of devices 
connected to your 
enterprise network. See 
how Symantec’s 
Integrated Services 
simplify responding to 
these threats for users 
and IT professionals.

https://www.broadcom.com/produ
cts/cyber-security/endpoint/hybrid
-cloud

SYMANTEC MANAGEMENT Symantec Endpoint 
Management solutions 
provide visibility and 
secure management 
across devices, platforms, 
and applications. 

https://www.broadcom.com/produ
cts/cyber-security/endpoint/mana
gement

https://www.broadcom.com/products/cyber-security/endpoint/end-user
https://www.broadcom.com/products/cyber-security/endpoint/end-user
https://www.broadcom.com/products/cyber-security/endpoint/end-user
https://www.broadcom.com/products/cyber-security/endpoint/hybrid-cloud
https://www.broadcom.com/products/cyber-security/endpoint/hybrid-cloud
https://www.broadcom.com/products/cyber-security/endpoint/hybrid-cloud
https://www.broadcom.com/products/cyber-security/endpoint/management
https://www.broadcom.com/products/cyber-security/endpoint/management
https://www.broadcom.com/products/cyber-security/endpoint/management
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SECURE ACCESS CLOUD Protect corporate 
resources from 
unauthorized access, 
network-based attacks 
and lateral movement 
with software defined 
perimeter (SDP) 
technology.

https://www.broadcom.com/pr
oducts/cyber-security/informati
on-protection/secure-access-cl
oud

ENCRYPTION Keep your data safe from 
loss and theft with 
enterprise-grade 
encryption for endpoints, 
emails and files.

https://www.broadcom.com/pr
oducts/cyber-security/informati
on-protection/encryption

SECURE WEB GATEWAY 
FAMILY

An advanced network 
security service that 
enforces consistent 
internet security and 
compliance policies for all 
users regardless of 
location or device.

https://www.broadcom.com/pr
oducts/cyber-security/web-and
-email/gateway

https://www.broadcom.com/products/cyber-security/information-protection/secure-access-cloud
https://www.broadcom.com/products/cyber-security/information-protection/secure-access-cloud
https://www.broadcom.com/products/cyber-security/information-protection/secure-access-cloud
https://www.broadcom.com/products/cyber-security/information-protection/secure-access-cloud
https://www.broadcom.com/products/cyber-security/information-protection/encryption
https://www.broadcom.com/products/cyber-security/information-protection/encryption
https://www.broadcom.com/products/cyber-security/information-protection/encryption
https://www.broadcom.com/products/cyber-security/web-and-email/gateway
https://www.broadcom.com/products/cyber-security/web-and-email/gateway
https://www.broadcom.com/products/cyber-security/web-and-email/gateway
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MESSAGING GATEWAY Defend your email 
perimeter against spam, 
malware, and targeted 
attacks with content 
filtering, data loss 
prevention, and 
encryption.

https://www.broadcom.com/products
/cyber-security/web-and-email/mess
aging/gateway

ENCRYPTION TRAFFIC 
MANAGEMENT

Symantec Proxy and SSL 
Visibility Appliance 
decrypt traffic, feed 
existing security 
infrastructure, and 
maintain privacy 
compliance.

https://www.broadcom.com/products
/cyber-security/web-and-email/encry
pted-traffic-management

https://www.broadcom.com/products/cyber-security/web-and-email/messaging/gateway
https://www.broadcom.com/products/cyber-security/web-and-email/messaging/gateway
https://www.broadcom.com/products/cyber-security/web-and-email/messaging/gateway
https://www.broadcom.com/products/cyber-security/web-and-email/encrypted-traffic-management
https://www.broadcom.com/products/cyber-security/web-and-email/encrypted-traffic-management
https://www.broadcom.com/products/cyber-security/web-and-email/encrypted-traffic-management
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SecureState  Real-time insights for 
proactive management of 
cloud security and 
compliance risks

https://www.broadcom.com/products
/cyber-security/endpoint/end-user

vRealize Network Insight 
Cloud 

App-centric security and 
network visibility delivered 
as-a-service

https://www.broadcom.com/products
/cyber-security/endpoint/hybrid-cloud

NSX Distributed IDS/IPS Advanced threat detection 
engine purpose-built to 
detect lateral threat 
movement on east-west 
network traffic

https://www.vmware.com/co/solut
ions/virtual-cloud-network.html

https://www.broadcom.com/products/cyber-security/endpoint/end-user
https://www.broadcom.com/products/cyber-security/endpoint/end-user
https://www.broadcom.com/products/cyber-security/endpoint/hybrid-cloud
https://www.broadcom.com/products/cyber-security/endpoint/hybrid-cloud
https://www.vmware.com/co/solutions/virtual-cloud-network.html
https://www.vmware.com/co/solutions/virtual-cloud-network.html
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● Service-Defined 
Firewall :Internal firewall 
that protects both 
workloads and 
east-west traffic

● NSX Advanced Load 
Balancer: Multi-cloud 
load balancing, web 
application firewall, and 
application analytics

● VMware SD-WAN by 
VeloCloud : Platform to 
access cloud services, 
private data centers, 
and SaaS-based 
applications

● vRealize Network 
Insight : App-centric 
security and network 
visibility

Secure and operate apps 
and data everywhere with 
consistent and pervasive 
connectivity.

https://www.vmware.com/co/solution
s/virtual-cloud-network.html

https://www.vmware.com/co/solutions/virtual-cloud-network.html
https://www.vmware.com/co/solutions/virtual-cloud-network.html
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● AppDefense: Workload 
protection embedded in 
the hypervisor and 
distributed across your 
entire environment

● NSX Distributed 
IDS/IPS : Advanced 
threat detection engine 
purpose-built to detect 
lateral threat movement 
on east-west network 
traffic

● NSX Intelligence: 
Distributed analytics 
engine that provides 
automated security 
policy recommendations 
& audit trail of security 
policies

● SecureState: Real-time 
insights for proactively 
managing cloud security 
and compliance risks

Simplify security by 
leveraging your 
infrastructure to protect 
apps and data from 
endpoint to cloud.

https://www.vmware.com/content/mi
crosites/possible/stories-in/leverage-i
ntrinsic-security.html

https://www.vmware.com/content/microsites/possible/stories-in/leverage-intrinsic-security.html
https://www.vmware.com/content/microsites/possible/stories-in/leverage-intrinsic-security.html
https://www.vmware.com/content/microsites/possible/stories-in/leverage-intrinsic-security.html
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● Workspace ONE: 
Digital workspace 
platform that enables 
Zero Trust

● VMware Carbon Black 
Cloud: Cloud-native 
endpoint protection 
platform that helps 
prevent, detect, and 
respond to cyberattacks

● VMware Carbon Black 
EDR: On-premises 
endpoint detection and 
response (EDR) for 
threat hunting and 
incident response

● VMware Carbon Black 
App Control: 
On-premises app 
control and critical 
infrastructure protection

Simplify security by 
leveraging your 
infrastructure to protect 
apps and data from 
endpoint to cloud.

https://www.vmware.com/content/mi
crosites/possible/stories-in/leverage-i
ntrinsic-security.html

https://www.vmware.com/content/microsites/possible/stories-in/leverage-intrinsic-security.html
https://www.vmware.com/content/microsites/possible/stories-in/leverage-intrinsic-security.html
https://www.vmware.com/content/microsites/possible/stories-in/leverage-intrinsic-security.html

